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the Secretary, Attention: International 
Bureau. 

§ 1.10018 May I amend my application? 

(a) If the service rules allow, you 
may amend pending applications. 

(b) If an electronic version of an 
amendment application is available in 
IBFS, you may file your amendment 
electronically through IBFS. 

Subpart Z—Communications As-
sistance for Law Enforcement 
Act 

SOURCE: 71 FR 38108, July 5, 2006, unless 
otherwise noted. 

§ 1.20000 Purpose. 

Pursuant to the Communications As-
sistance for Law Enforcement Act 
(CALEA), Public Law 103–414, 108 Stat. 
4279 (1994) (codified as amended in sec-
tions of 18 U.S.C. and 47 U.S.C.), this 
subpart contains rules that require a 
telecommunications carrier to: 

(a) Ensure that any interception of 
communications or access to call-iden-
tifying information effected within its 
switching premises can be activated 
only in accordance with appropriate 
legal authorization, appropriate carrier 
authorization, and with the affirmative 
intervention of an individual officer or 
employee of the carrier acting in ac-
cordance with regulations prescribed 
by the Commission; and 

(b) Implement the assistance capa-
bility requirements of CALEA section 
103, 47 U.S.C. 1002, to ensure law en-
forcement access to authorized wire 
and electronic communications or call- 
identifying information. 

§ 1.20001 Scope. 

The definitions included in 47 CFR 
1.20002 shall be used solely for the pur-
pose of implementing CALEA require-
ments. 

§ 1.20002 Definitions. 

For purposes of this subpart: 
(a) Appropriate legal authorization. 

The term appropriate legal authorization 
means: 

(1) A court order signed by a judge or 
magistrate authorizing or approving 

interception of wire or electronic com-
munications; or 

(2) Other authorization, pursuant to 
18 U.S.C. 2518(7), or any other relevant 
federal or state statute. 

(b) Appropriate carrier authorization. 
The term appropriate carrier authoriza-
tion means the policies and procedures 
adopted by telecommunications car-
riers to supervise and control officers 
and employees authorized to assist law 
enforcement in conducting any inter-
ception of communications or access to 
call-identifying information. 

(c) Appropriate authorization. The 
term appropriate authorization means 
both appropriate legal authorization 
and appropriate carrier authorization. 

(d) LEA. The term LEA means law en-
forcement agency; e.g., the Federal Bu-
reau of Investigation or a local police 
department. 

(e) Telecommunications carrier. The 
term telecommunications carrier in-
cludes: 

(1) A person or entity engaged in the 
transmission or switching of wire or 
electronic communications as a com-
mon carrier for hire; 

(2) A person or entity engaged in pro-
viding commercial mobile service (as 
defined in sec. 332(d) of the Commu-
nications Act of 1934 (47 U.S.C. 332(d))); 
or 

(3) A person or entity that the Com-
mission has found is engaged in pro-
viding wire or electronic communica-
tion switching or transmission service 
such that the service is a replacement 
for a substantial portion of the local 
telephone exchange service and that it 
is in the public interest to deem such a 
person or entity to be a telecommuni-
cations carrier for purposes of CALEA. 

§ 1.20003 Policies and procedures for 
employee supervision and control. 

A telecommunications carrier shall: 
(a) Appoint a senior officer or em-

ployee responsible for ensuring that 
any interception of communications or 
access to call-identifying information 
effected within its switching premises 
can be activated only in accordance 
with a court order or other lawful au-
thorization and with the affirmative 
intervention of an individual officer or 
employee of the carrier. 
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